
Zero Trust
for the New
Normal
EMEA survey reveals challenges
facing IT and security leaders, top
priorities for the next 12 months
and attitudes towards the
adoption of Zero Trust.

Increasing threatscape

Why Zero Trust? 

On top of adapting to the increasing threat landscape, businesses in EMEA 

expect to prioritise the following for the remainder of the year:

76% of respondents said it would be unwise not to consider Zero Trust 
given the increasing attack surface 

In fact, two-thirds have adopted or plan to 
adopt the Zero Trust framework in order to: 

of IT decision makers have reported an increase in 
cyberthreats this year, with 51% believing that the 

shift to WFH has increased vulnerability 

41% have been subject to 

an increase in phishing 
schemes

33% have been subject 

to an increase in 

data breaches

33% have faced an 

increased insider threat 
due to disengaged 

employees

Keeping developments 

safe and secure in 

the cloud

Secure the 

network and 

mitigate risk

76%

44%

Top IT and security priorities facing organisations

Ensuring no 

security breaches 

or compromises

Maintaining 

work from home 

infrastructure 

Improved productivity without compromising security

IT and security decision-makers reported the following benefits 
after beginning their Zero Trust journey:

Key benefits of Zero Trust 

41% 37%

Helps business as it deals with the current global situation 

Helps businesses become more agile

Protect data and 

make it easier to 

manage

Reduce the risk of 

employees compromising 

the system 

Download the full report here
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