## Leading Obstacles to Securing Enterprise and Cloud Networks

<table>
<thead>
<tr>
<th>Data Blindness</th>
<th>67%</th>
<th>cited network blind spots as a major obstacle to data protection</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>50%</td>
<td>lacked sufficient information regarding the identification of threats</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Hidden Data</th>
<th>78%</th>
<th>have no consistent way of accessing data nor understanding it because different data is being utilized between NetOps and SecOps teams</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>48%</td>
<td>do not possess information on what is being encrypted in the network</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th>Too Much Data</th>
<th>72%</th>
<th>have not scaled their network infrastructure to meet the needs of increased data volume</th>
</tr>
</thead>
</table>

<table>
<thead>
<tr>
<th>Lack of Cloud Security</th>
<th>85%</th>
<th>are concerned that the lack of cloud security is holding their organization back</th>
</tr>
</thead>
<tbody>
<tr>
<td></td>
<td>69%</td>
<td>reported migrating day-to-day work information to the cloud</td>
</tr>
<tr>
<td></td>
<td>56%</td>
<td>cited migrating critical and proprietary corporate information to the cloud</td>
</tr>
</tbody>
</table>

Source: "Hide and Seek: Cybersecurity and the Cloud," by independent market research company, Vanson Bourne (May 2017).
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