The Gigamon Certified Professional (GCP) Boot Camp teaches security, network and cloud professionals the fundamentals for implementing Gigamon technologies to feed the right network traffic to the right security tools as part of a comprehensive security strategy.

The course explains these concepts, as well as providing hands-on experience in implementing the GigaSECURE® Security Delivery Platform, a next generation network packet broker purpose built for security. It provides knowledge and skills for implementing the GigaSECURE Security Delivery Platform into enterprise networks.

**IMPORTANT:** This course is designed to assist participants in preparing for the Gigamon Certified Professional Certification Exam, but we recommend participants have the following pre-requisites prior to taking the GCP Boot Camp and the GCP Certification Exam.

**Recommended Pre-requisites**
- Gigamon Foundation course
- Gigamon Designing and Implementing an Inline Bypass Threat Prevention Solution course
- Cisco Certified Network Associate Routing & Switching (CCNA) or equivalent working knowledge
- CompTIA Cloud+ or equivalent working knowledge
- CompTIA Security+ or Cisco Certified Network Associate Security (CCNA Security) or equivalent working knowledge

**Who Should Attend This Training**
- End users of Gigamon products
- Security operations professionals and architects
- Network operations professionals and architects
- Professional service and system integrations specialists
- Network and security administrators and architects
- Participants of Gigamon Partner and Services Programs
  - Gigamon Support Partner Program (GSPP)
  - Gigamon Professional Services Program (GPSP)

**Course Delivery**
This five-day course is delivered through a variety of methods, including:
- Instructor Led Training (ILT)
- Instructor Led Online (ILO)

This course is scheduled regularly by our Authorized Training Partners (ATPs) as publicly scheduled classes.

Alternatively, you can purchase a private ILT class. When purchasing a private ILT class, the instructor’s travel and expenses (T&E) are included in the price of the class. You are responsible for providing the training venue for any private class delivery.
**Course Modules**
The course includes approximately 4.5 days of instruction time, hands-on labs and several discrete, sequential modules that walk you through the materials covered:

- Module 1 – Security and Tool Essentials
- Module 2 – Security Tools and Traffic Requirements
- Module 3 – Networking Essentials for Packet Access
- Module 4 – Network Traffic Filtering and Triggers
- Module 5 – Working with Out of Band Tools
- Module 6 – GigaSECURE® Security Delivery Platform Essentials
- Module 7 – GigaSMART® Implementation
- Module 8 – Classic Inline Bypass
- Module 9 – Flexible Inline Bypass
- Module 10 – SSL Essentials
- Module 11 – Implementing Inline SSL Decryption
- Module 12 – Virtualization and Cloud Technologies
- Module 13 – Packet Access in Virtual Environments
- Module 14 – Gigamon Visibility for Cloud
- Module 15 – Gigamon Maintenance and Operations

**Course Fees**
The course fee is $3,995 for any publicly scheduled event with either an ILT or ILO delivery method and includes 4.5 days of instruction, course materials and hands-on labs. Private classes can also be purchased; please speak to your Gigamon Sales Account Manager for further information.

**For More Information or Questions**
If you have additional questions, please contact your Gigamon Sales Account Manager. Channel Partners please contact your Channel Account Manager or email EdServices@gigamon.com.